
Markvision Enterprise (MVE) Release Notes (3.3.2) 

 

New and Noteworthy 

• EULA has been updated 

• Updated Bitrock InstallBuilder to 19.7.1 that fixes an important security issue regarding 

the signing of Windows binaries. 

Bug Fixes 

The following bugs have been fixed in this release: 

• Quality: Manual Color – CMYK settings are not handled correctly and therefore cannotbe 

enforced or conformance checked on some models 

• Missing support for new Source Technologies models: ST9815, ST9818, 

ST9820,ST9821, ST9822, and ST9830 

• Log: Paper Source (FAX) cannot be set to Tray 3 or Tray 4 on some models 

• Cannot clone printers with LDAP+GSSAPI accounts that use active directory credentials 

• Fixed issue of the MVE installer "deleting/erasing" the PC's Uninstall folder and registry 

keys.  

  



Known issues 

 

• Variable settings files cannot be deleted. 

• Configurations for some models include both a Quality: Print Darkness setting and a 

• Toner Darkness and Color Saver setting. If not setup properly, these values will conflict 

• and cause conformance checks to fail. 

• Configurations do not handle the Supply Notifications End of Life behavior settings 

• properly for Lexmark MS610, Lexmark MS610dn, Lexmark MS810, Lexmark MS812de, 

• Lexmark MX511, Lexmark MX711, Lexmark MX911, Lexmark CS510de, and Lexmark 

• CX510dhe models. 

• Custom Supply Notifications Behavior settings are missing for some models. 

• Changing the NTP server setting does not immediately update the time on the printer. 

• Attempting to run the installer on a 32-bit system will fail silently 

• Remote Operator panel is not supported on some models. 

• Licenses are not included in configuration exports. 

• When LDAP is enabled for authentication with Binding type set to Kerberos and 

• Authentication Type set to Kerberos authentication: 
o attempts to login to MVE with a valid user that does not have MVE permission 

will NOT result in a User Log entry. 
o if the client machine does not include the MVE server in its Local intranet zone 

then an attempt to access MVE will result in a login page that will not allow the 

user to login. 
 

Browser Quirks 

• At times IE11 will prevent users from downloading files from MVE. In these cases you 

may need to enable file downloads in your security settings. 

• Safari doesn’t support the task badge that shows the number of running tasks on the 

server. 

• When editing a view in IE11 any column added to the view remain in the possible 

columns list 
 

 


